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Annex 

to the Common Module Cyber Security 

 

The list of literature is not necessarily for students to read it. More likely, it is foreseen 
for the future Module Directors if they will conduct the semester (or parts of it) to get 
familiar with the topics. 
 

Literature:  
 

1. A. Klimburg, National Cyber Security. Framework Manual. NATO Cooperative 
Cyber Defence Centre of Excellence, Tallin, 2012.  

https://ccdcoe.org/publications/books/NationalCyberSecurityFrameworkManual.
pdf 

2. S. Winterfeld, J. Andress, The Basics of cyber warfare. Understanding the 
fundamentals of cyber warfare in theory and practice. Syngress, 2013. ISBN: 
978-0-12-404737-2 

3. Computer Security Incident Handling Guide  

http://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-61r2.pdf 

4. SANS - Incident handler's handbook 

https://www.sans.org/reading-room/whitepapers/incident/incident-handlers-
handbook-33901 


